
Vario us Typ es of Known Scams 

Medical Scams: Scammers tell their victims that they are collecting unpaid medical 
bills or that they need personal information such as Social Security or financial 
account numbers to process claims.   

Giveaway Scams: A letter, email, or phone call informs you that you’ve won a contest 
or prize and need only send a small amount of personal information to receive it.   

Computer Scams: Scammers claim that your computer has problems or malware, 
using the scenario to get you to provide credit card numbers.   

Imposter Scams: An urgent call from a scammer posing as a family member or friend 
and begging for you to quickly send money to resolve a serious situation.   

Tax Scams: A scammer claims to be from the IRS and informs you that you owe the 
government money, asking for personal information to “confirm authenticity.”  

Contractor Scams: A scammer poses as a contractor looking for payment for a job 
that the homeowner never requested, promising later reimbursement from the town, 
or starting a job, requiring payment, and then leaving without finishing.  

Phishing Scams: Emails that appear to be from companies or people you know that 
want you to click a link or share personal information.  

Utility Scams: Scammers call or email threatening that unless you make immediate 
payments you will have your services cut off.  

Investment Scams: A scammer calls or emails offering you a “can’t miss” investment 
that “won’t be available for long.”   

Charity Scams: A scammer contacts you to donate to a cause or person who needs 
the money urgently.  

Helping you avoid today’s most common financial scams was the motivation and 
purpose behind the recently released Safe Banking video series produced by Norway 
Savings Bank at https://www.norwaysavings.bank/security/. The series provides 
additional tools for you to protect yourself against today’s scams.   
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